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Purview

Network-powered application analytics and optimization solution that captures and analyzes
context-based application traffic to deliver meaningful intelligence
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“We are able to

“ .
increase application | have committed to

appllcatlc.)n u.sage when a response time thus mcorease productivity by
new serwce.ls offered | increasing productivity” t 30.4 over 5 CELS
and determine ROI” using Purview”

“We can measure
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Measure strategic applications to assure adoption and productivity

Understand application usage to increase revenue

Profile users or groups for coaching and mentoring, in ANY line of business
Transform unknown or unrelated info into meaningful business intelligence



T __ “We can open 1 trouble

ticket instead of 3 O “We now schedule
(ser\{er, .net\?’lork, 6/12/2 downtime base on low
application) application usage

“We fixed performance
issues on 6 servers in

less than 20 minutes”
periods”
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BETFER USER EXPERIENCE

Optimize network and server architecture for bandwidth-hungry applications

Streamline troubleshooting through application and network performance visibility

IT business planning for better scheduled maintenance & improved productivity



Facebook - Social Networking

“We quickly located |

and eliminate rogue Test PC
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applications Application Details

|| Last Seen: Wed Jun 12 2013 13:12:11 GMT-0N

J Duration: 3h 6m
HTTP Response Time: 9.02s
TCP Response Time: 4ms
URI: fbextemal-a akamaihd net 443
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BETFER SECURITY

Understand shadow IT or unapproved applications

Help assure security compliance

Detect malicious applications

“l can now tell

if students are using
applications that meet
our security
requirements”




Purview— Total Application Visibility & Control

Provides 100% Application Layer Visibility & Control

Scales to millions of flows
Embedded directly in network infrastructure or overlay o :
Classifies traffic at wire speed

Application Response Time Measurement

Role Based Access to Applications (eg Cloud Services)

0000111011100

Bandwidth Usage Monitoring : Lot oaa101007 7 {

Efficient Troubleshooting




How Purview Compliments and Competes with Others

Mostly Complimentary

Network Purview
Infrastructure

Network vendors

Application Performance

Performance Monitoring

WAN Optimizers itori
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Accelerators knowledge of
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Firewalls / . riverbed
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users, and location for
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o unprecedented scale
_ Application Security riverbed and scope
elivery Controller 0 rPrROCERA i

(ADC) Appllance (NSA) Accuracy znxxci)conlrul Redefined Think faSt. , prDunamlES e nETSCOUI

Aerohive.

Rsandvine O New Relic.

CITRIX

Think fast
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The Purview Difference
Application Visibility & Control at Layer 7

* Contextual information beyond the application
e user, role, location, time, device & more

e Application and network performance tracking

* Open & customizable fingerprints
* Over 13,000 fingerprints for over 7,000 applications

e Pervasive across the entire network infrastructure
* Port independent application decoding — true DPI at scale
* Single architecture for edge, distribution, core, data center, perimeter

* Thit/s speeds with no switch performance impact with scalability to
millions of flows



Physical Topology

Switching Infrastructure

E Getting Started Administration Release Notes Help

Support | About

Extreme Networks NetSight is a key component of OneFabric Control Center that provides a set of integrated management capabilities.
OneView is a web-based application. The other capabilities are Java applications launched from the web. These fundtions will install
and run when you click on the icons or name on this page. In order to launch these applications you must have the Java Runtime
Environment 1.6 or higher installed on your system. Go to Getting Started for help configuring and installing Java.

Console

% Automated Security Manager

Tools: Device Manager, MIB Tools

CoreFlow 2

+ NetFIOW ﬂ Inventory Manager

n NAC Manager

Policy Manager

Purview Flow Collector
I= Extreme:

networks

Bi-Directional
Communication
with NetSight

Purview Appliance
CoreFlow 2 (Hardware or Virtual)

Top Clients By Bandwidth For DHCP at 21:00

+ NetFlow

Slowest Clients For DHCP at 21:00

Al application Flows For DHCP

Application Usage For DHCP

% %O () E

Application Group Ukilization For Prokocols

&

Showe DHCP Fingerprints. .,




Deployment Models

Access

* Application visiblity on access communications (typically
covers most user traffic)

Distribution

* Achieve application visibility for all communications except
those that are resident only in the core
Core

* Application visibility for all communicaitons that involve the
core

* Include high-bandwidth applications such as storage backup
runs
Data Center
* Multi-sensor + Multi-NetSight deployment to scale with
massive data communications
Pervasive

* Multiple traffic domains with Purview coverage for all
domains

* Multi-sensor + Multi-NetSight deployment
* Avoids duplication of flows across traffic domain selections

V/4 \
Core %;@ /5@

L

Distribution

Edge

- Purview Mirror Ports
SN Purview Engine
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Built-in fingerprinting

Overview || Wireless Details || AP History i Clent History | NAC End-System Details |

‘ Access Profile | End-System | End-System Events | Health Results |

@2 Refresh View

Identity and Access
User Name: jwoodhea
AuthType: 802. 1X
State: ACCEPT
Policy: Prod Wireless PEAP
Profile: Prod Wireless PEAP

Access Type
AP: 12504201905C0000
i Port Alias: Prod Wireless,
AP Port: nhsal3705iap 10 (20-83-99-81-F6-11)

Custom Data Top Application Flows
Top Applications: ssl domain (1778 fiows)

https (392 flows)

[ICMP] (106 flows)
[IGMP] (61 fiows)

imaps (19 flows)

Physical Device Identity Device Family
20:C9:D0:5B:E1:45 Apple i0S
134.141.116.99 iPhone fiPad fiPod /ATV
jamies-iphone.ets.enterasys.com

Location Health
Zone: Risk: NO_RISK
134,141, 104.30/nhsal3705iap 10 Prod Wi Total Score: 0

reless , 9 Northeastern Blvd Salem, NH 03079
Production
NAC Gateway: 134.141.104.83

Registration
Last seen 08/13/201301:14:21PM State: Not Registered

First seen 09/21/2012 10:58:08 AM
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ashboard — Top Applications Tree View
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Logout | Support | HelpTips | About
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Thank youl!



